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**VPN(가상 사설망)**은 널리 사용되는 네트워크 보안 솔루션으로서, 네트워크 트래픽 암호화에 도움이 될 수 있습니다. 보안 채널로 작동하는 VPN은 인터넷 트래픽을 암호화하므로 제3자가 인터넷의 활동을 추적하고 데이터를 도용하기가 어려워집니다1.

## VPN 구현 시의 장점:

* 인터넷 트래픽을 암호화하는 VPN에서는 개인 정보 보호 및 보안 레이어가 적용됩니다. 따라서 제3자가 인터넷의 활동을 추적하고 데이터를 도용하기가 어려워집니다.
* VPN을 구현하면 공항, 도서관 등의 공용 Wi-Fi 사용 시 해킹을 방지하는 데 도움이 될 수 있습니다. VPN이 보안 터널로 작동하여 인터넷 트래픽을 암호화하기 때문입니다.
* VPN 구현 시에는 사용자가 방문한 사이트를 인터넷 서비스 공급자가 확인할 수 없습니다. 컴퓨터에서 전송 및 수신되는 모든 트래픽이 VPN 서버나 VPN에서 유료로 사용하는 서버를 통과하기 때문입니다1.
* VPN 구현 시에는 콘텐츠에 적용되는 지리적 제한을 우회할 수 있습니다2. VPN은 IP 주소를 마스킹하고 인터넷 연결을 암호화하기 때문입니다. VPN 서버에 연결하면 인터넷 트래픽이 새 IP 주소를 할당하는 VPN 서버를 통해 라우팅됩니다. [이렇게 하면 다른 위치에서 인터넷에 액세스하는 것처럼 표시되므로 콘텐츠에 대한 지리적 제한을 무시할 수 있습니다.](https://www.bing.com/aclk?ld=e8YiIMdr2QtA2Sk-u0-9k1uDVUCUwZqJo7k-TZ_u3VURZI-3jr14Tl4u2r6BKbbALVRPh16htACtOCb2UysS_OGSA02FnjNda5d_7Dsl3j4em0VxQmLB5dYQ9xV9_8fwf4GatF_vLHO4kWLTXLy2sWMccuzGxta13Ki3OpGEZizfm9Lnk7&u=aHR0cHMlM2ElMmYlMmZ3d3cuZXhwcmVzc3Zwbi5jb20lMmZ3aGF0LWlzLXZwbiUyZnVuYmxvY2std2Vic2l0ZXMlM2ZvZmZlciUzZDNtb250aHNmcmVlJTI2b2ZmZXJfY29kZSUzZDNjNmhqb29yNjklMjZyZWZJRCUzZEJJX2NhbXBhaWduaWQlM2Q0MDU1NDQ1ODUlMjZtc2Nsa2lkJTNkNjU2NzIxOTRkNjRkMWQ1Y2UwNjc0NDMzYTMxNGNjMTE&rlid=65672194d64d1d5ce0674433a314cc11)

## VPN 구현 시의 단점:

* 연결 속도는 ISP보다 느려질 수 있습니다. [이는 VPN이 인터넷 트래픽 2](https://privacysavvy.com/vpn/guides/pros-and-cons-of-vpn/)에 암호화 및 라우팅의 추가 계층을 추가하기 때문입니다.
* VPN 사용은 일부 권위주의 국가에서 금지됩니다. [일부 국가에서는 VPN이 금지되거나 엄격하게 규제되는 2](https://www.consumerreports.org/electronics-computers/vpn-services/should-you-use-a-vpn-a5562069524/)가 있습니다.
* 무료 VPN을 사용하면 광고, 맬웨어 및 누출에 노출될 위험이 있습니다. [무료 VPN은 타사 광고주에게 사용자 데이터를 판매하거나 웹 페이지 2](https://www.consumerreports.org/electronics-computers/vpn-services/should-you-use-a-vpn-a5562069524/)에 광고를 삽입할 수 있습니다.

## 구체적인 설치 방법:

* VPN은 VPN 클라이언트를 실행하는 시스템과 VPN 서버 간에 암호화된 터널을 설정합니다. 그러면 VPN 서버가 터널을 통해 엔터프라이즈 네트워크의 다른 위치로 트래픽을 프록시합니다4. 구체적인 단계는 다음과 같습니다.
  1. 사용자 디바이스에 설치된 VPN 클라이언트가 디바이스와 VPN 서버 간에 전송되는 모든 트래픽을 암호화합니다.
  2. VPN 서버가 트래픽 암호를 해독한 후 적절한 대상으로 트래픽을 전달합니다.
  3. 대상 서버가 VPN 서버로 트래픽을 다시 전송하는 방식으로 요청에 응답합니다.
  4. VPN 서버가 트래픽을 암호화한 후 VPN 클라이언트로 다시 전송합니다.
  5. VPN 클라이언트가 트래픽 암호를 해독한 후 사용자 디바이스로 전송합니다1.
* VPN 서버를 설치 및 구성하려면 다음 단계를 수행합니다.
  1. 컴퓨터에서 VPN 프로필을 만듭니다.
  2. 시작을 클릭한 후 설정을 클릭하여 설정 메뉴를 엽니다.
  3. 설정 메뉴에서 네트워크 및 인터넷과 VPN을 차례로 클릭합니다.
  4. VPN 연결 추가를 선택합니다.
  5. VPN 연결 추가 창에서 몇 가지 작업을 수행합니다.
  6. 변경한 내용을 저장합니다5.

## 발생 가능한 위험 및 완화 방법:

* 공격자들은 오래 전부터 원격 작업을 위협 벡터로 활용해 왔습니다. 공격자들이 원격 작업 환경 공격을 선호하는 이유에는 여러 가지가 있습니다. 우선, 홈 네트워크 환경은 전문적으로 관리되지 않습니다. 무엇보다도 홈 네트워크의 많은 시스템에는 정기적으로 패치가 설치되지 않으며 시스템에서 취약성을 완화한 시점도 오래 전인 경우가 많습니다. 엔터프라이즈 네트워크에서 특정 시스템 악용에 성공한 공격자가 공격을 계속 진행하려면 감지와 수정 조치를 피해야 합니다. 그러므로 대개 위협 감지가 설정되어 있지 않으며 PC 실행 속도가 느려 운영 체제를 다시 설치하거나 사용을 중지하는 등의 상황이 발생해야 수정 작업이 수행되는 홈 네트워크를 공격 대상으로 선호하는 경우가 많습니다. 원격 작업 환경을 보호하려면 홈 네트워크에도 제로 트러스트 원칙을 적용해야 합니다. 네트워크뿐 아니라 기업이 통제할 수 없는 모든 요소를 공격자로 간주해야 합니다4.
* 최신 소프트웨어 패치를 설치하고 보안을 구성하여 VPN, 네트워크 인프라 디바이스 및 원격으로 작업 환경에 액세스하는 데 사용되는 디바이스를 업데이트해야 합니다6.

## 구현 모범 사례:

회사 네트워크에서 VPN을 구현하는 모범 사례는 다음과 같습니다.

* IKE/IPSec(Internet Key Exchange/인터넷 프로토콜 보안) 등의 허용되는 표준을 사용하는 표준 기반 VPN을 선택합니다. 이러한 VPN은 대개 사용자 지정 코드를 사용하여 TLS를 통해 트래픽을 전송하는 SSL/TLS(Secure Sockets Layer/전송 계층 보안) VPN에 비해 위험성은 낮고 보안 수준은 높습니다12.
* 강력한 암호화를 적용하는 VPN을 사용합니다. VPN이 FIP에서 검증된 강력한 암호화 알고리즘, 인증 알고리즘 및 프로토콜을 사용하는지 확인합니다. 모든 VPN이 MFA(다단계 인증)를 사용하도록 구성하고, 가능한 경우 암호 기반 인증 방식을 스마트 카드에 저장된 디지털 인증서를 사용하는 클라이언트 인증으로 교체합니다.12.
* 소프트웨어 취약성을 관리합니다. 사이버 범죄자들은 VPN의 취약성을 악용하는 공격 벡터를 흔히 사용합니다. 취약성 패치 실적이 우수한 VPN 공급업체를 선택하고, SBOM(Software Bill Of Materials)을 요청하여 제3자 코드가 최신 상태이며 안전한지를 확인합니다. 또한 침입 가능성 감지를 위해 실행되는 코드의 유효성 검사를 수행할 수 있는 제품을 모색합니다. VPN 배포 후에는 소프트웨어 업데이트를 정기적으로 확인하여 즉시 적용합니다12.
* 사용량 급증 상황에 대비합니다. IT 보안 담당자는 대규모 사용에 대비해 VPN 제한을 테스트해야 합니다2.
* 무료 VPN 사용을 지양합니다. 무료 VPN 사용 시 광고 표시, 맬웨어 감염, 데이터 유출 등이 발생할 위험성이 있습니다3.